
 

 

Authenticate online in a modern HTML5 

enabled browser. 

 

 

Upload your own personal pictures or 

select a standard graphic available at 

PhotoPassword.com. 

 

Add an number of gestures and or 

passwords. Passwords can be anything 

that makes sense to the end user. 

 

Create more than one profile and assign 

each profile different permissions. 

Information Technology Solutions 

More secure and easier to use 

The number of possible combinations of pictures, 

gestures, gesture coordinates and passwords is far 

more complex for anyone else to guess. 

Pictures are visual and the end user knows the 

associations that may exist for a particular photo. This 

makes the authentication easier for the end user and 

infinitely more difficult for a hacker to guess. 

Registered Users may create multiple profiles, each 

with their own photo password and permissions. This 

allows for greater risk management when a user is 

away from the secure point of access within the home 

or office. When on the road one may use a limited 

permissions or temporary profile to access select 

documents or accounts. 

The Fortress 

Authenticate using your Photo Passwords. 

Vaults may contain: 

• your older, text based passwords  

• notes 

• account information, credit cards, 

anything else that you want accessible 

and secure. 

Each Vault may have keywords associated with it, 

so that organization and retrieval is fast and 

efficient. 

Connections are available between vaults to 

further facilitate associations between topics, 

account and data. A connection is like a hyperlink 

that a user can select to instantly open another 

vault.  

INTERNET SECURITY 

Sign in to your online 

application, website or network 

resource using visual pictures 

that make sense to you.  

iPicPass is the brand name 

being used for PhotoPassword. 

 

NETWORK PROTECTION 

CORA securely stores data in 

multiple files using multiple 

keys. Each file is a subset of 

the original data that is 

separated in a uniquely context 

based manner, and stored 

separately. The current 

implementation for The 

Fortress uses different servers 

on different Networks. Should 

one server become 

compromised, the data is 

useless without the other files 

and keys. 

 

Contac t  

J. Latouf 

519-254-4703 

support@PhotoPassword.com 

 

iPicPass and Photo Passwords 

http:// PhotoPassword.com  –   Photo Passwords for the online community using a browser 

http:// iPicPass.com  –   Photo Passwords for the mobile community 

http:// goCORA.com  –   Data protection for all environments 


